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Disclaimer 
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document is disseminated under the sponsorship of the Department of Transportation, 

University Transportation Centers Program, in the interest of information exchange. The 

U.S. Government assumes no liability for the contents or use thereof. 
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Executive Summary 

 

Following the successful implementation of the online Electronic Freight Theft 

Management System (EFTMS) in 2005, it was determined that enhancements and 

upgrades were in order.  Namely, more comprehensive tools for managing users and data, 

GIS components and utilization of current web server technologies were desired.  This 

report provides a technical review of the work performed to enhance and upgrade 

EFTMS.  

The original deployment of EFTMS was geared towards taking a fax-based 

system of distributing freight related theft information and making it available to users 

over the Internet.  The primary benefit of this online application was the immediate 

distribution of theft information to subscribers within law enforcement.  A secondary 

benefit was that the theft data was made directly available to law enforcement at all 

times. 

Although considered a success by the Motor Carrier Compliance Office, Florida 

Highway Patrol and the trucking companies that use the site, it was determined that 

specific enhancements and upgrades were necessary.  These enhancements and upgrades 

include: 

1) Comprehensive method of finding theft occurrences. 

2) Increase the ability of the system administrator to: 

a. correct errors in data entry. 

b. find and remove redundant data. 

c. manage user accounts. 

d. manage data entry options. 
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3) Optimize storage of suspect data. 

4) Provide GIS analysis tools. 

5) Provide data sharing tools to partners. 

6) Expand on number of items that can be reported stolen in a single theft report. 

7) Tighten Web/Database security. 

8) Convert the Web site from ASP to an ASP.NET server technology. 
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1 INTRODUCTION 

The Electronic Freight Theft Management System (EFTMS) is an Internet 

application that was developed to replace a fax-based system of distributing freight 

related theft information.  The fax-based system was called Fax Alert and was overseen 

by the Florida Highway Patrol out of Lakeland, FL.  The Fax Alert system required that 

those reporting freight theft fax a report form to the Lakeland office.  This form was then 

broadcast by fax to other law enforcement units, weigh stations and task forces.  The data 

was then entered into a Microsoft Access database.  This method aided in the recovery of 

stolen cargo and equipment, but suffered several limitations:  forms might be illegible, 

the distribution of theft data was delayed when received outside of normal operating 

hours, and there was no provision for on-demand data viewing. 

EFTMS sought to remove these limitations by providing a portal for users to enter 

freight theft information over the Internet for immediate distribution.  The data would be 

entered directly into the database and transmitted immediately to a specified list of law 

enforcement officers.  EFTMS eliminates these limitations:  information must be typed to 

be entered into the system, EFTMS automatically distributes theft reports when received, 

and users may view the data online at any time. 

The deployment of EFTMS was nearly a direct translation of the Fax Alert form, 

reporting tools and suspect data maintenance.  After EFTMS had been in use for a few 

months, other features were found to be required to keep the Web site useful and current.  

This purpose of this project is to fulfill these requirements.  
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2 METHODOLGY 

2.1 Add Enhancements to Current EFTMS Site 

The primary objective of this project was to improve the usability and 

management of the existing EFTMS Web site.  Improving the usability of the site is 

defined as implementing changes to the site that affect the end users.  Improving the 

management of the site is defined as implementing changes that affect the site 

administrator.   

The major upgrade to the EFTMS Web site that affects the end users is the ability 

to enter multiple trucks or trailers in a single theft report.  In the original deployment of 

EFTMS, the focus was to transfer the reporting capabilities of the paper form to an online 

form.  The original form allowed for only one truck and one trailer to be reported stolen.  

This restriction was repeated in the online form.  Response from the end users indicated 

there was a need to relax this restriction.  The alternative solution, before this upgrade, 

was for the end user to create a separate report online for each truck or trailer stolen even 

though they were part of the same theft. 

The ability to report more than one truck or trailer as stolen had a cascading effect 

on other areas of the Web site.  For reporting recoveries, the Web pages had to be 

modified to handle multiple trucks/trailers.  The theft and recovery reports that are 

distributed electronically also had to be updated to handle multiple trucks/trailers. 

The format of the Web pages was updated throughout the site to give a consistent 

look from one page to the next.  Also, the ability to locate a theft on a map using GIS 

technology was added.  More detail on the GIS mapping is provided in the section 

“Create GIS Components.” 
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2.2 Improvements to Site Management 

The upgrade includes features that increase Web site and database management 

efficiencies and decrease dependence on database managers and Web page authors.   

2.2.1 Manage Dropdown Lists 

The previous version of EFTMS did not include any method of maintaining the 

drop down lists used within the site.  All dropdown lists were coded within the Web 

pages and had to be edited directly to edit, add or remove entries.  The site administrator 

does not have access or the expertise to perform these types of edits and would have to 

depend on a system administrator to perform such tasks. 

With the upgrade, the content of all drop down lists are maintained within the 

database.  A database table and a Web page were created to manage each drop down list.  

The Web pages allow the site administrator to insert a new value, modify an existing 

value, change the order in which the values are displayed and choose if a value should be 

displayed. 

2.2.2 Administrative Edits 

After the previous version was deployed, it was discovered that the site 

administrator needed the ability to the edit data that was entered by the users was needed.  

This would allow the administrator to change any information entered for the theft or 

recovery such as cargo or equipment values, theft addresses/locations, VINs, etc. using 

web pages deployed as part of this upgrade.  

To begin an administrative edit, the administrator searches for a theft control 

number and clicks on hyperlink to the theft report. 
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2.2.3 Enable/Disable Users 

The previous version included the ability to enable and disable user accounts but 

it was found that the method of selecting users was becoming too tedious as the number 

of users increased.  To disable a user, the site administrator would use a drop down list 

that contained user names and names to select the user.  Finding the user amongst a drop 

down list of over 500 users was a daunting task.  With the upgrade, the dropdown list can 

be filtered by entering any part of either the first or last name of the user. 

2.2.4 Optimize Storage of Suspect Data 

The previous version allowed the site administrator to maintain data on freight 

theft suspects.  These data include suspect personal information and fliers that are 

distributed by task forces throughout Florida.  These fliers were stored as binary data in 

the database.  If the flier included information on more than one suspect, the document 

would be stored again for each suspect. 

In order to reduce the amount of database storage space this would require, the 

database was redesigned to accept only one copy based on the filename and link it to each 

additional suspect included in the flier. 

2.3 Convert to ASP.NET Web Server Technology 

At the request of the System Administrator at the Department of Highway Safety 

and Motor Vehicles, the Web site was converted from an ASP to an ASP.NET Web 

server technology.  The purpose of this conversion was to increase site security and to 

improve performance.  Site security was enhanced by taking advantage of Windows 

Forms Security which provides intrinsic protection for file access on the Web server.  
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Performance is improved by taking advantage of the built-in database controls to 

communicate with the Microsoft SQL Server. 

Although every effort was made during the conversion to write code that would 

perform input validation on both the client and server, the .NET Framework provides 

intrinsic ability to detect malicious input from the end user.  Validation is performed on 

each page that data is entered to ensure that the correct format of data is being entered.  

This validation is performed on the client side and on the server side.  Client side 

validation prevents incorrect or malicious entries from reaching the server but requires 

that JavaScript be enabled by the client.  Server side validation is a secondary defense 

against incorrect or malicious input. 

In the first deployment of the Web site, data were inserted into the database using 

the ActiveX Data Object (ADO) Command Object.  This allowed for parameterized input 

that provided some validation of data; however, the SQL statements were written with the 

Command Object.  As part of the conversion, all in-line SQL statements were removed 

and placed in stored procedures within the database.   

Migrating to stored procedures expands on the site security by limiting access to 

the database.  The Web site is able to communicate with the database by creating a 

connection using a stored username and password of a database account.  This account 

has to be given permissions to interact with the database.  In the first version of EFTMS, 

this account was given direct access to the tables within the database.  This account no 

longer can access the tables directly and can only modify the database through stored 

procedures. 
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2.4 Create GIS Components 

2.4.1 Address Location 

In order to perform any GIS analyses using theft and recovery locations, the 

locations need to be geocoded.  A utility has been incorporated in this version to translate 

theft locations into point data using addresses or intersecting roadways.  If the address is 

not known, the location of theft or recovery can be identified using a map. 

Addresses are geocoded using ArcSDE address locators via Java servlets.  The 

pages that request theft/recovery locations pass the address and county to the servlets.  To 

decrease the time required to geocode an address, an address locator has been created for 

each county.  The servlets take the address and county information then connect to 

ArcSDE and query the address locator.  The address locator processes the address and 

returns the x,y coordinates and a score.  The score is a value between 0 and 100 and 

describes the level of confidence that the point correctly represents the address.  If the 

score is 50 or below, the address is deemed unable to be located and the user is presented 

with the option to locate the point of theft using a map. 
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Figure 1.  Successful geocoding of address 

 

When locating the point of theft using a map (Figure 3), the user is provided 

instruction on how to zoom in on a location and selecting a point.   

 

Figure 2.  Unsuccessful geocoding of address 
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Figure 3.  Using a map utility to locate a theft location 

 

2.4.2 GIS Analysis Tools 

GIS Analysis tools are available to users with elevated privileges.  These tools 

provide a visual representation of where thefts and recoveries are occurring as well as 

their frequency.  The premise for these tools is to assist law enforcement in identifying 

areas of recent theft occurrences and, thereby the probability that the vehicle and cargo 

will be recovered. 

2.4.2.1 Freight Thefts 

The Freight Thefts page depicts where thefts have occurred in Florida.  The 

default view shows the past thirty days with the option of selecting increasing time 

frames of thirty days up to one year.  Beyond that, the user may select two years, three 

years and all thefts.  Thefts are represented as red points on the map which can be 

selected to display more information about those thefts.  To get more information on the 

thefts, the user may select either a single point of theft or multiple points of theft.  To 
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select a single point of theft, the user selects the “Single” radio button and then clicks on 

the desired point of theft.  To select multiple points of theft, the user selects the 

“Multiple” radio button and then draws a rectangle over the desired area with the mouse 

(see Figure 4). 

 

Figure 4.  Freight thefts GIS tool 

 

The selected theft locations are then highlighted in green on the map and a table is 

displayed below the map.  The table displays the theft control number, date of theft and 

address of the theft.  The control number is a hyperlink that can be clicked to display the 

theft report form with all the information pertaining to the theft. 

2.4.2.2 High Theft Activity 

The High Theft Activity page is designed to display changes in numbers of theft 

in the past thirty days compared to the number of thefts during the previous thirty days.  

The purpose of this map is to represent the “hot spots” of freight theft in Florida.  A map 



 10 

of the entire state is displayed in which the counties are color coded based on the change 

in number of thefts.  A legend is available that describes the meaning of the color codes.  

The colors depict the change in number of thefts for each county.   

 

Figure 5.  High theft activity GIS tool 

 

Accompanying the graphical depiction of the change in thefts is a table that lists 

the county, FDOT District, FHP Troop and the change in number of theft.  

 

Figure 6.  Legend for high theft activity 
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2.4.2.3 Thefts by County 

This map shows the number of thefts that have occurred in each county over a 

specific time frame.  The default time frame is the past thirty days.  The time frame can 

be changed using the drop down list below the map. 

At the default view, some counties may show no values.  This is due to how the 

values are placed when the map is rendered.  To see the values for these counties, zoom 

in on these counties.  Also, as you zoom in, the names of the counties will be labeled. 

 
Figure 7.  Thefts by county 

 

The table below the map shows the county and the number of thefts for the 

selected time frame (Figure 7).  The table can be sorted by the county name (default) or 

by theft count) by clicking on each of the column headers. 

2.4.2.4 Thefts/Recoveries 

This map displays a visual representation of where thefts and their corresponding 

recoveries occur.  When this page is first opened, the default view (Figure 8) is presented.  
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To see the thefts and their recoveries on the map, click the “Select County” radio button 

to activate the County Select tool then select the desired time frame from the drop down 

list.  Then, select a county by clicking on it once. 

 

 

Figure 8.  Thefts/Recoveries – default view 

 

The map will refresh with the selected county highlighted in green.  If there were 

any thefts that occurred during the selected time frame in which recoveries were made, 

the theft locations will appear as red dots within the selected county.  The recoveries will 

appear as purple dots throughout the state.  A table will also be presented under the map 

that details the theft/recovery information (Figure 9). 

If there were no recoveries for the thefts that occurred within the selected county 

and the selected time frame, the map will show the selected county in green and the table 

below the map will state that there were no recoveries. 



 13 

If the time frame is changed after the county is selected, the map will refresh its 

contents but the table will not.  The county will have to be reselected each time the time 

frame is changed to update the table. 

 

 
Figure 9.  Thefts/Recoveries – Lee County selected 

 

2.4.3 GIS Administrative Tools 

In order for any theft or recovery location to be displayed in the GIS maps, they 

must be geocoded.  For the cases where the person reporting the theft or recovery did not 

go through the steps to geocode, two pages where created to inform the site administrator 

which thefts and recoveries are missing this information.   
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2.4.3.1 Unlocated Thefts 

This page details the theft reports in which the theft location has not been 

geocoded for use with the mapping tools.  This may be a result of the user that submitted 

the theft report not knowing the required information used to geocode the theft location.  

The table (see Figure 10) will display ten records at a time and is ordered by control 

number with the newest at the top.  The control number is a hyperlink that will forward 

the site administrator to the administrative edit pages so that the theft location can be 

geocoded. 

 

 
Figure 10.  Unlocated thefts 

 

2.4.3.2 Unlocated Recoveries 

This page details the recovery reports in which the address has not been geocoded 

for use with the mapping tools.  This may be a result of the user that submitted the 

recovery report not knowing the required information used to geocode the recovery 

location.  The table, see Figure 11, is ordered by recovery control number with the newest 

at the top.  The table can be re-sorted by the theft Control Number or Recovery Control 

Number by clicking on the table headers.  The control number is a hyperlink that will 



 15 

direct the site administrator to the administrative edit pages so that the recovery location 

can be geocode. 

 

 
Figure 11.  Unlocated recoveries 

 

2.5 Data Sharing 

EFTMS was developed, primarily, as an online tool for entering freight theft 

information to be distributed to law enforcement in the hopes that the rapid dissemination 

would improve the likelihood of recovering stolen equipment.  Although EFTMS is 

focused on serving Florida, users outside Florida may apply and have access.  In order to 

share theft data with other states‟ law enforcement agencies, a methodology for accessing 

the data was incorporated into the upgrades. 

Direct access to the database outside of the network is not feasible so the use of 

XML Web Services was incorporated.  This will allow users, who have requested and 

received permission to access the Web Services over the Internet, to request data 

programmatically.  To receive access to Web Services, the user, who has elevated 

privileges, makes a request to the site administrator.  The site administrator has access to 



 16 

a Web page to grant access to the user.  When access is granted, an email is automatically 

sent to the user with a thirty two character GUID necessary for each function call to the 

Web services. 

There are four function calls that have been created for data sharing.  The function 

calls act like a login since the username, password and GUID is required for each.  The 

four function calls are: 

 getControlNumbersByDate: programmer enters begin and end date and all the 

theft control numbers during that time frame are returned as a dataset. 

 getRecoveriesByDate: programmer enters begin and end submit dates of 

recoveries and theft control numbers, recovery control numbers and recovery ID 

are returned as a dataset. 

 getRecoveryData: programmer enters the theft control number and recovery ID 

and recovery data for truck, trailer and cargo are returned as a dataset. 

 getTheftData: programmer enters the theft control number and theft data is 

returned as a dataset. 

The inclusion of this feature assumes that the person accessing the Web services 

is knowledgeable in how to access and consume XML data. 

2.6 Documentation 

EFTMS has always included user manuals that can be downloaded from the Web 

site.  Separate editions were made available to the general, authorized and administrative 

users.  The enhancement and upgrade of the Web site demanded that each of these 

documents be updated.  The user manual for the administrative user is included as an 

appendix as it describes how to use the entire site. 
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Another document was prepared for the Department of Highway Safety and 

Motor Vehicles that describes configuration settings, network connections, and 

maintenance tasks.  This technical documentation cannot be included in this report to 

help maintain network security. 

3 CONCLUSION 

EFTMS continues to be a tool in law enforcement‟s fight against freight theft.  

The enhancements and upgrades that were developed as part of this project will greatly 

assist law enforcement officers in their service to Florida.  The administration tools will 

allow those that manage the site to perform routine tasks without the assistance of 

technical personnel. The data distribution and GIS tools will assist in identifying trends in 

freight theft. 
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User Manual – Administrative User 
 

System Requirements 

 

This Web site has been successfully tested using Microsoft Internet Explorer 6.0 

and Mozilla Firefox 2.0.  JavaScript must be enabled on your browser to take full use of 

this site.  For instructions on how to enable JavaScript, please read the section “ 

Enabling JavaScript” on page 75. 

 

Account Creation 

 

Before being able to access the system, you must create an account. On the login 

page, there is a link “Request an Account”.  The page that is shown in Figure 12 is the 

account request page.  For general access to the site the following fields are required: 

 

 First Name 

 Last Name 

 Company 

 Phone Number 

 Email address 

 User Name 

 Password 

 Confirm Password 

 

 
Figure 12.  Account creation/request page 

 

In order to be granted elevated privileges to this site, the “Agency” and “Reason 

for Special Access” fields are mandatory. 
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To submit the form, click the “Request Account” button, a Request Confirmation 

page (Figure 13) is displayed. 

 

 
Figure 13.  Request confirmation page 

 

Should the user name already be in use, or if the automated email fails to send, or 

if there is a database connection issue at the time the request is submitted, the page in 

Figure 13 will display an appropriate message and direct the user further. 

 

Administrative User – Home Page 

 

After successfully logging into the Web site, the home page will be presented as 

shown in Figure 14. An administrative user may perform the following actions: 

 

 Report a freight theft incident 

 View freight theft report forms submitted under their account 

 Continue a started freight theft report form 

 Distribute a previously unsent freight theft report form 

 Create a recovery report 

 View recovery report forms submitted under their account 

 Continue a started recovery report form 

 Distribute a previously unsent recovery report form 

 Manage their profile 

 Change their password 

 Search the suspect database 

 Run queries and generate reports 

 Search for all freight theft reports 

 Use investigative mapping tools 

 Add/Delete/Update suspect data 

 Manage users 

 Perform administrative edit on another user‟s theft and recovery reports 

 Find duplicate entries 
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 Find unsubmitted theft and recovery reports 

 Manage drop down lists used within the site 

 Remove theft and recovery reports 

 Determine user that submitted theft report 

 Find VINs stored within the database 

 Test email settings 

 

 
Figure 14.  Home page for administrative user 

 

Profile Management 

 

From the Home Page, click on “Manage my profile”.  This will bring up the User 

Profile Management screen as shown in Figure 15.  Any information that already exists 

will be displayed.  To edit the information, click the “Edit” button to enter Edit Mode. 

The fields that are available to edit are: 

 

 Last Name 

 First Name 

 Company 

 Phone Number 

 Fax Number 

 Email Address 
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 User Type 

 

 
Figure 15.  User profile management 

 

 
Figure 16.  User profile management - edit mode 

 

Of the above fields, the following information is required when creating a new 

account: 

 

 First Name 

 Last Name 

 Company 

 Phone Number 

 Email Address 

 User Type 

 

After entering any new or modifying any existing information, click the “Update” 

button.  Clicking the “Cancel” button will discard any changes. 
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Change Password Utility 

 

From the Main Menu, click on “Change my password”.  This will open the Reset 

User Password screen as seen in Figure 17.  To change the password, enter their 

username, current password, the new password and then confirm the new password.  As 

with any other password textbox, the password will be represented on screen with an 

alternate character.  In this case, the alternate character is an asterisk. 

 

 
Figure 17.  Change password utility 

 

Click “Submit” to submit the new password.  If any errors occur, appropriate 

messages will be displayed.  If the password change is successful, the user is prompted as 

such. 

 

Report a New Freight Theft 

 

At the main menu, click on “Report a new Freight Theft” to begin the data entry 

process.  This process consists of twelve steps that guide in the filling out the data fields.  

Each page is described separately below. 

 

When did theft occur? 

 

In this screen (Figure 18), enter information regarding when the theft occurred.  If 

the exact date is unknown, there is an option of providing a range of dates between when 

the stolen property was last seen and discovered stolen. 
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Figure 18.  When did theft occur? 

 

This screen provides a calendar utility that uses pop-ups to select the dates.  If a 

pop-up blocker is enabled, dates can be entered manually, but they will need to follow the 

format of the date as displayed on screen. 

 

Although none of the fields are explicitly required, either the date of theft or a 

range of dates must be provided.  If a range of dates is provided, then the “Before this 

date” value will be used within the Web site as the date of theft. 

 

Click the “Continue” button to submit the data.  If there is any error in input, an 

error message will be displayed. 

 

If there are no errors, the user will be directed to the next page. Clicking on the 

“Reset” button will reset all the fields to their previously stored values. 

 

Where did theft occur? 

 

In this screen (Figure 19), enter information regarding where the theft took place.  

The screen accepts the following information: 

 

 Address (Required) 

 City (Required) 

 State (Required) 

 Zip Code 

 County 
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Figure 19.  Where did theft occur? 

 

If Florida is selected from the “State” drop down list, then the “County” field will 

change from a text box to a drop down list.  Also, if Florida is selected, a prompt to map 

the theft location and a new button “Map It” will appear (Figure 20).  The “Address” and 

the “County” fields are required to successfully map a theft location.   

 

 
Figure 20.  Prompt to map theft location 

 

Figure 21 demonstrates what will appear when an address is successfully mapped.   
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Figure 21.  Successful mapping of address 

 

If the exact address is not known, an intersection can be entered in the address 

field.  For best results when entering an intersection, use the “@” symbol to join two 

streets such as “Delta Way @ John Knox Rd”. 

 

Also, if the address is not known or if the address cannot be located, a description 

of the location such as “T/A Truck Stop” may be entered and then use a mapping tool to 

designate the location.  When a location is not able to be automatically located on the 

map, a link is provided to begin the mapping tool (Figure 22). 

 

 
Figure 22.  Unsuccessful mapping of address 

 



 9 

 
Figure 23.  Mapping tool for locating a point 

 

There are several tools on this page that are used to locate the theft. They are: 

 

 Zoom Level Bar 

 Directional Pan 

 Mouse Function 

 Location Submit 

 

The Zoom Level Bar is located to the left of the map.  Towards the top are lower 

levels of magnification while towards the bottom are higher levels of magnification. 

Click on the bars to switch to predetermined levels of zoom.  A black bar shows the 

current level of zoom. As the level of magnification, more features will become visible 

such as city streets and lakes. 

 

Bordering the map are directional pan buttons (North, East, South and West).  

Click on either to move the view in that direction.   

 

The mouse function radio buttons (located directly below the map) change how 

the mouse can be used to interact with the map.  The default function is to zoom in on a 

location.  The other functions are to re-center the map on a point and to locate the theft on 

the map. 

 

To zoom in on the map using the mouse, make sure “Zoom In” radio button is 

selected and draw a rectangle on the map around the area of the theft (Figure 24).  To 

draw the rectangle, depress the left mouse button and hold it down.  With the mouse 
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button held down, drag the mouse pointer over the area of the theft.  This will draw a red 

rectangle on the map.  Once the area is enclosed in the rectangle, let go of the left mouse 

button.  The map will refresh and zoomed in on the selected area.  Continue doing this 

until zoom in to a level that the location can be reliably indicated.   

 

To re-center the map, click the “Re-center” radio button and position the mouse 

pointer over the map.  Use the left button of the mouse to single click a point on the map.  

The map will refresh with the selected point at the center of the viewer.   

 

To select a theft location on the map, select the “Locate” radio button and position 

the mouse pointer over the map. Use the left button of the mouse to single click a point 

on the map.  The two text boxes will then fill with the x and y values.  Click the “Submit” 

button to enter the values and return to the theft location screen. 

 

 
Figure 24.  Zoom in using the mouse. 

 

Click the “Continue” button to submit button and move to the next page. If there 

is any error in input, an error message will be displayed. 

 

 

 

 

Which agency received theft report? 
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In this screen (Figure 25), enter information regarding which law enforcement 

agency was notified of the theft.  This online system assumes that the theft has already 

been reported to a law enforcement agency. 

 

This screen accepts the following information: 

 

 Type of Agency (required) 

 Agency Name (required) 

 Contact Name (required) 

 Contact Phone Number (required) 

 Theft Report Case Number (required) 

 

 
Figure 25.  Which agency received theft report? 

 

Clicking on the “Continue” or “Back” buttons will store the information entered 

and forward the user to the appropriate page.  Clicking on the “Reset” button will reset 

the form to the last saved state.  If there is any error in input, an error message will be 

displayed. 

 

Type of theft. 

 

In this screen (Figure 26), enter information regarding details of the theft.  This 

screen accepts the following data: 

 

 Type of theft (required) 

 Other type of theft – this field is only available if “other” is selected from the 

Type of theft drop down list.   

 Equipment Stolen 

 Vehicle Style 
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Figure 26.  Type of theft 

 

If there is any error in input, an error message will be displayed. 

 

Shipment details. 

 

In this screen (Figure 27), enter shipment detail information.  The available fields 

on this screen include: 

 

 Mode of Transport (Required) 

 Type of Shipment (Required) 

 

Clicking on the “Continue” or “Back” button will store the entered information 

and forward to the appropriate page.  Clicking on the “Reset” button will reset the page to 

the last stored information. 

 

 
Figure 27.   Shipment details. 

 

If there is any error in input, an error message will be displayed. 

Trailer Information. 
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In this screen (Figure 28), enter information regarding the trailer that was stolen.  

If there was no trailer stolen, simply click “Continue” to proceed to the next page.  The 

first time this page is accessed, it will state that no trailers have been reported stolen.  To 

report a trailer stolen, click the “New” button to enter edit mode. 

 

This screen accepts the following input: 

 

 Trailer number 

 License Plate 

 State 

 Serial Number 

 Make 

 Other Make 

 Model 

 Other Model 

 Year 

 Color 

 Markings 

 Estimated trailer value 

 

 
Figure 28.  Trailer information – default screen 
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Figure 29.  Trailer information – edit mode 

 

The values for “Other Make” and “Other Model” are stored only if “OTHER” is 

selected from the dropdown lists for “Make” and “Model”, respectively.  

 

After filling in the fields, click “Insert” to store the information in the database.  

Click “Cancel” to ignore all entries and start from scratch. 

 

In the event that more than one trailer was stolen and reported under the same 

case number,  click “New” to add more trailers to the theft report. When two or more 

trailers have been entered as stolen, a numeric paging tool will appear below the buttons 

(Figure 33).   

 

To edit the information for a specific trailer, page through the data and then click 

the “Edit” button which will start the edit mode. 

 

To delete trailer information that has already been entered, use the paging links to 

the appropriate trailer and click the “Delete” button.  A dialog will appear asking for 

confirmation of the delete. 
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Figure 30.  Trailer information – paging 

 

If there is any error in input, an error message will be displayed. 

 

Truck Information. 

 

In this screen (Figure 31), enter information regarding the truck that was stolen.  

If there was no truck stolen, simply click “Continue” to proceed to the next page.  The 

first time this page is accessed, it will state that no trucks have been reported stolen.  To 

report a truck stolen, click the “New” button to enter edit mode. 

 

 

This screen accepts the following input: 

 

 Truck Number 

 License Plate 

 State 

 Vehicle Identification Number 

 Make 

 Other Make 

 Model 

 Year 

 Color 

 Markings 

 Estimated truck value 

 Driver‟s First Name 

 Driver‟s Last Name 
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Figure 31.  Truck information – default screen 

 

 
Figure 32.  Truck information – edit mode 

 

The value for “Other Make” is stored only if “OTHER” is selected from the Make 

field.   

 

After filling in the fields, click “Insert” to store the information in the database.  

Click “Cancel” to ignore all entries and start from scratch. 

 

In the event that more than one truck was stolen and reported under the same case 

number, click “New” to add more trucks to the theft report. When two or more trucks 

have been entered as stolen, a numeric paging tool will appear below the buttons (Figure 

33).   
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To edit the information for a specific truck, page through the data and then click 

the “Edit” button which will start the edit mode. 

 

To delete truck information that has already been entered, use the paging links to 

the appropriate truck and click the “Delete” button.  A dialog will appear asking for 

confirmation of the delete. 

 

 
Figure 33.  Truck information – paging 

 

If there is any error in input, an error message will be displayed. 

 

Commodity Information. 

 

In this screen (Figure 34), the user is able to enter information about the cargo that 

was stolen.  If there was no cargo stolen, simply click “Continue” to proceed to the next 

page.  The first time this page is accessed, it will state that no cargo has been reported 

stolen.  To report stolen cargo, click the “New” button to enter edit mode. 

 

This screen allows for the entry of the following cargo data: 

 

 Quantity and units 

 Brand Name 

 Serials Available 

 Description 

 Retail Value 

 High Risk Cargo 
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Figure 34.  Commodity information – default screen 

 

 
Figure 35.  Cargo information – edit mode 

 

After filling in the fields, click “Insert” to store the information in the database.  

Click “Cancel” to ignore all entries and start from scratch. 

 

In the event that more than one cargo item was stolen and reported under the same 

case number, click “New” to add more cargo items to the theft report. When two or more 

cargo items have been entered as stolen, a numeric paging tool will appear below the 

buttons (Figure 36).   

 

To edit the information for a specific cargo item, page through the data and then 

click the “Edit” button which will start the edit mode. 
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To delete cargo information that has already been entered, use the paging links to 

the appropriate cargo item and click the “Delete” button.  A dialog will appear asking for 

confirmation of the delete. 

 

 
Figure 36.  Cargo information – paging 

 

If there is any error in input, an error message will be displayed. 

 

Robbery Information. 

 

In this screen (Figure 37), enter specific information about the robbery itself. 

 

The available data fields are: 

 

 Weapons used 

o Firearm 

o Knife 

o Other 

 Bodily Harm 

o Injuries 

o Fatalities 

 Vehicles Used 

o Car 

o Van 

o Truck 

o Other 

 License Plate 

 State 

 Description of vehicle 

 Brief Description of Theft (required) 
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Figure 37.  Robbery information 

 

It is important to note that the limit is 300 characters for the description of the 

theft.  The text box will not limit the number of characters entered.  The database will 

only store the first 300 characters so any input greater than that will be lost. 

 

If there is any error in input, an error message will be displayed. 

 

Suspect Information. 

 

In this screen (Figure 38), enter information regarding any and all suspects 

involved in the theft.  If there are no suspects, simply click “Continue” to proceed to the 

next page.  The first time this page is accessed, it will state that no suspect information 

has been entered.  To enter suspect information, click the “New” button to enter edit 

mode. 

 

The information the user can enter regarding the suspect(s) is: 

 

 Gender 

 Age 

 Height 

 Weight 

 Hair Color 

 Eye Color 

 Scars/Tattoos/Piercing 

 Clothing Description 

 Ethnicity 
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Figure 38.  Suspect information – default screen  

 

 
Figure 39.  Suspect information – edit mode 

 

After filling in the fields, click “Insert” to store the information in the database.  

Click “Cancel” to ignore all entries and start from scratch. 

 

In the event that more than one suspect involved in the theft, click “New” to add 

more suspects to the theft report. When two or more suspects have been entered, a 

numeric paging tool will appear below the buttons (Figure 40).   

 

To edit the information for a specific suspect, page through the data and then click 

the “Edit” button which will start the edit mode. 
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To delete suspect information that has already been entered, use the paging links 

to the appropriate suspect item and click the “Delete” button.  A dialog will appear asking 

for confirmation of the delete. 

 

 
Figure 40.  Suspect information – paging 

 

If there is any error in input, an error message will be displayed. 

 

Submitter Information. 

 

In this screen (Figure 41), enter submitter information.  The Web site allows for a 

user to fill in Freight Theft information for another person.  If the submitter is the person 

that is entering the information, click the “Use my profile” button at the top of the screen.   

 

The “Fax Number” field is required by this page but is not required to create an 

account, so this field may not auto-fill when the “Use my profile” button is clicked.  Read 

the Profile Management section on page 3.  If there is no fax number, enter “000-000-

0000” so that no error will appear. 
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Figure 41.  Submitter information  

 

The information the user is able to enter on this screen includes: 

 

 Last Name (Required) 

 First Name (Required) 

 Company/Agency (Required) 

 Phone Number (Required) 

 Fax Number (Required) 

 Sender Type (Required) 

 Extra Comments 

 

The extra comments field is provided to enter any relevant information about the 

theft that was not requested during the data entering process.  The maximum number of 

characters stored in the database for the comments is limited to 300. A counter is 

provided to show how many characters have been typed.  This counter updates with each 

key stroke. 

 

If there is any error in input, an error message will be displayed. 

 

Submit Your Theft Report. 

 

This screen serves two purposes: 

 

 Preview the Freight Theft Report Form as it will look to the agencies that 

receive it.  When finished previewing the form, click the “Back” button on the 

browser to return to this page. 

 Submit the data for inclusion to the database – this makes the data closed to 

further editing.  Upon submission into the database, an email will be 

automatically distributed to law enforcement. 
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Figure 42.  Submit your theft report 

 

After submitting the form, confirmation will be displayed (Figure 43) that the 

form was submitted. 

 

 
Figure 43.  Submission confirmation 

Click “Home” to return to the main menu. 

 

Viewing Submitted FaxAlert Forms 

 

If there is ever a need to review a previous Freight Theft submission, click on the 

“View completed Freight Theft forms” link on the User Tools section of the main menu.  

This will open the screen (Figure 44) that lists all the forms that the user that is logged 

into the system has submitted.  They are listed by the control number assigned to the 

Freight theft form and the date that the form was submitted.   
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The page will only list ten records at a time.  If more than ten records exist for the 

current user a numeric paging tool will be present.  The data can be sorted by Control 

Number or by Date Submitted.  Click on “Control Number” or “Date Submitted” links to 

toggle the sort order. 

 

To preview the form, click on the desired control number.  When finished, click 

“Back” on the browser toolbar to return to this page. 

 

 
Figure 44.  Viewing a previously submitted freight theft form 

 

Retrieving a Started Freight Theft Form 

 

If the completion of the data entry process of a Freight Theft form was not 

possible before logging out or leaving the system, a started Freight Theft form can be 

retrieved.  From the Main Menu, click on the “Edit started Freight Theft forms” link to 

display the Started Theft Reports page (Figure 45). 

 

Any unfinished Freight Theft forms will be listed here including the control 

number assigned to the Freight Theft and the day of theft.  If a range of dates had been 

entered for the date of theft, the last date in that range will be listed as the date of theft. 

 

The page will only list ten records at a time.  If more than ten started records exist 

for the current user a numeric paging tool will be present.  The data can be sorted by 

Control Number or by Date Submitted.  Click on “Control Number” or “Date of Theft” 

links to toggle the sort order. 

 

Clicking on the control number will restart the data entry process.   
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Figure 45.  Retrieving an unfinished theft report 

 

Sending an Unsent Freight Theft Form 

 

This feature is leftover from the previous version of this Web site.  Previously, the 

data submission and distribution required two separate steps.  It remains here in case any 

error occurred during the submission in which the form was not distributed.  

 

At the Main Menu, the user clicks on the “Send an unsent Freight Theft form” to 

bring up the “Unsent Theft Reports” screen (Figure 46).  All Freight Theft forms that 

have been submitted but not sent will be listed by control number with the date of theft.  

Clicking on the “Send” link will cause the form to be distributed.  The page will refresh 

and the form that was just sent will be removed from the list. 

 

 
Figure 46.  Sending an unsent theft report 
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If a range of dates had been entered for the date of theft, the last date in that range 

will be listed as the date of theft. 

 

Creating a New Recovery Form 

 

When a recovery is made on items that were reported stolen using the Electronic 

Freight Theft Management System, the person that reported the theft can then report the 

recovery.  Authorized users also have the ability to report a recovery on another user‟s 

theft report.  It is important to distribute the recovery information so the agencies that 

received the theft announcement can remove the recovered items. 

 

The data entry process for the recovery is shorter than the theft reporting.  Data 

entry and navigation are very similar. 

 

It is important to note that the user can report several different recovery events on 

the same recovery form.  For instance, if the trailer was recovered in one county by one 

agency and the truck was recovered in another county by another agency both can be 

entered on the same recovery form.  

 

To begin the process, the click “Create a new Recovery form” link on the main 

menu.  The user will be presented with a new screen (Figure 47) that displays all of the 

Freight Theft control numbers this user has created along with the date of theft for each.  

The section below, “Create a Recovery on Another Person‟s Theft Report” allows the 

Authorized user to search for the control number of another person‟s theft report.   

 

 
Figure 47.  Create a new recovery form for a theft report 

 

Click on the control number to begin the process of entering Recovery 

information.  After clicking the control number, a new page is opened (Figure 48) that is 

used to confirm the selected theft.   

 



 28 

 
Figure 48.  Recovery – confirm selection 

 

Click the “Continue” button to proceed with the recovery process.  If this is not 

the desired theft, simply click the “BACK” link to go back to the Create New Recovery 

page. 

 

Truck Recovery Information 

 

In this screen (Figure 49), the following information from the theft report is 

provided: 

 

 Truck Make 

 Truck Year 

 Truck VIN 

 Truck Reported Value 
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Figure 49.  Truck recovery information 

 

If more than one truck was reported as stolen in the original theft report, a paging 

tool will be present.  To report a truck as recovered, page to the desired truck and click 

the “Edit” button to switch to Edit Mode (Figure 50). The following information can then 

be entered: 

 

 Truck condition 

 Truck value 

 Date truck recovered (required) 

 Recovering agency (required) 

 Recovery Case Number (required) 

 Recovery Address 

 Recovery City 

 Recovery County 

 Recovery State 

 Recovery Location (required) 

 Suspects 

 Was recovery the result of the FaxAlert 
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Figure 50.  Truck recovery – edit mode 

 

After filling in the fields, click “Update” to store the data in the database. If there 

are any data entry errors, a message will be displayed.  Click “Cancel” to ignore all 

changes and restore the fields to the last stored state.  

 

To delete the recovery information for a certain truck, page to the desired truck 

and click the “Delete” button.  A confirmation dialogue will appear to confirm the 

deletion.  Only recovery information entered on this recovery report can be deleted. 

 

If a truck has been reported stolen on another recovery report, the information will 

be displayed but will not be able to be edited in this report.  A message stating this will 

appear at the top (Figure 51) and the “Edit” and “Delete” buttons will be disabled. 
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Figure 51.  Truck recovery – previously recovered 

 

When finished on this page, click “Continue” to go to the next page. 

 

Trailer Recovery Information 

 

In this screen (Figure 52), the following information from the theft report is 

provided: 

 

 Trailer Make 

 Trailer Year 

 Trailer VIN 

 Trailer Reported Value 
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Figure 52.  Trailer recovery information 

 

If more than one trailer was reported as stolen in the original theft report, a paging 

tool will be present.  To report a trailer as recovered, page to the desired trailer and click 

the “Edit” button to switch to Edit Mode (Figure 53). The following information can then 

be entered: 

 

 Trailer condition 

 Trailer value 

 Date Trailer recovered (required) 

 Recovering agency (required) 

 Recovery Case Number (required) 

 Recovery Address 

 Recovery City 

 Recovery County 

 Recovery State 

 Recovery Location (required) 

 Suspects 

 Was recovery the result of the FaxAlert 
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Figure 53.  Trailer recovery – edit mode 

 

After filling in the fields, click “Update” to store the data in the database. If there 

are any data entry errors, a message will be displayed.  Click “Cancel” to ignore all 

changes and restore the fields to the last stored state.  

 

To delete the recovery information for a certain trailer, page to the desired trailer 

and click the “Delete” button.  A confirmation dialogue will appear to confirm the 

deletion.  Only recovery information entered on this recovery report can be deleted. 

 

If a trailer has been reported stolen on another recovery report, the information 

will be displayed but will not be able to be edited in this report.  A message stating this 

will appear at the top and the “Edit” and “Delete” buttons will be disabled. 

 

When finished on this page, click “Continue” to go to the next page. 

 

Cargo Recovery Information 

 

In this screen (Figure 54), the following information from the theft report is 

provided: 

 Cargo Description (Qty/Unit, Brand Name, Description) 

 Claimed Cargo Value 

 Date of Theft 
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Figure 54.  Cargo recovery information 

 

Cargo items can be listed as partially recovered so an additional piece of 

information is provided, “previously recovered value”.  This amount, plus any value 

reported recovered on this recovery report for similar items cannot add up to more than 

the claimed cargo value. 

 

If more than one cargo item was reported as stolen in the original theft report, a 

paging tool will be present.  To report a cargo item as recovered, page to the desired item 

and click the “Edit” button to switch to Edit Mode (Figure 55). The following 

information can then be entered: 

 

 Complete/Partial Recovery (required) 

 Recovered Cargo Value (required) 

 Date Cargo Recovered (required) 

 Recovering Agency (required) 

 Recovery Case Number (required) 

 Recovery Address 

 Recovery City 

 Recovery County 

 Recovery State (required) 

 Recovery Location 

 Suspects 

 FaxAlert Recovery 
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Figure 55.  Cargo recovery – edit mode 

 

After filling in the fields, click “Update” to store the data in the database. If there 

are any data entry errors, a message will be displayed.  Click “Cancel” to ignore all 

changes and restore the fields to the last stored state.  

 

To delete the recovery information for a certain cargo item, page to the desired 

item and click the “Delete” button.  A confirmation dialogue will appear to confirm the 

deletion.  Only recovery information entered on this recovery report can be deleted. 

 

If a cargo item has been reported stolen on another recovery report, the 

information will be displayed but will not be able to be edited in this report.  A message 

stating this will appear at the top and the “Edit” and “Delete” buttons will be disabled. 

 

When finished on this page, click “Continue” to go to the next page. 

 

Submitter Information 

 

In this screen (Figure 56), the user is able to enter submitter information.  The 

system allows for a user to fill in recovery information for another person.  If the 

submitter is the person that is entering the information, the user can click the “Use My 

Profile” button at the top of the screen.   
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Figure 56.  Submitter information 

 

The information the user is able to enter on this screen includes: 

 

 Last Name (Required) 

 First Name (Required) 

 Company/Agency (Required) 

 Phone Number (Required) 

 Fax Number (Required) 

 Sender Type (Required) 

 Extra Comments 

 

The remarks field is provided for the user to enter any relevant information about 

the theft that was not requested during the data entering process.  The maximum number 

of characters stored in the database for the comments is limited to 300. A counter is 

provided to show how many characters have been typed.  This counter updates with each 

key stroke. 

 

If there is any error in input, the user will be notified what the error was and will 

have the opportunity to correct it. 

 

If there are no errors, the user will be directed to the next page. 

 

Map Your Recovery Locations 

 

Because each item reported as stolen in the original theft report can be reported as 

recovered separately, the mapping of the recovery locations is dedicated to its own page.  

This page (Figure 57) shows the recovery locations for all the items being reported as 

recovered in this recovery report.  If two or more items have the same recovery location, 

each of them will have to be mapped separately. 
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Figure 57.  Map your recovery locations 

 

To begin the mapping process, click the “Locate” link for each of the items.  If the 

address or intersection is able to be located on a map, you will see the page update to 

something similar to Figure 58.  If the map correctly depicts the recovery location, click 

the “Use this location” button.  The “Locate” link will then be updated to “Located” as 

shown in Figure 59. 

 

 
Figure 58.  Successful mapping of recovery location 
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Figure 59.  Recovery location – located address 

 

Submit Your Recovery Report 

 

This screen serves two purposes: 

 

 Preview the Recovery Form as it will look to the agencies that receive it.  

When finished previewing the form, click the “Back” button on the browser to 

return to this page. 

 Submit the data for inclusion to the database – this makes the data closed to 

further editing.  Upon submission into the database, an email will be 

automatically distributed to law enforcement. 

 

After submitting the form, confirmation will be displayed (Figure 60) that the 

form was submitted. 

 

 
Figure 60.  Submission confirmation 

Viewing a Submitted Recovery Form 
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If there is ever a need to review a previous Recovery Form submission, click on 

the “View completed Recovery form” link on the main menu.  This will open the screen 

(Figure 61) that lists all the forms that the user that is logged into the system has 

submitted.  They are listed by the Recovery control number assigned to the Recovery 

form and the date that the Recovery form was submitted.   

 

The page will only list ten records at a time.  If more than ten records exist for the 

current user a numeric paging tool will be present.  The data can be sorted by Recovery 

Control Number or by Date Form Submitted.  Click on “Recovery Control” or “Date 

Form Submitted” links to toggle the sort order. 

 

To preview the form, click on the desired recovery control number.  When 

finished, click “Back” on the browser toolbar to return to this page. 

 

 
Figure 61.  Viewing a previously submitted recovery form 

 

Retrieving a Started Recovery Form 

 

If you were unable to complete the data entry of a Recovery form before logging 

out or leaving the system, you can call up any of your unfinished Recovery Forms.  From 

the Main Menu, click on the “Edit started Recovery form” link to bring up the Started 

Recovery Forms page (Figure 62). 

 

Any unfinished Recovery forms will be listed here including the Recovery 

Control number assigned to the Recovery and the day of theft.  If a range of dates had 

been entered for the date of theft, the last date in that range will be listed as the date of 

theft. 
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Figure 62.  Retrieving an unfinished recovery form 

 

Sending an Unsent Recovery Form 

 

This feature is leftover from the previous version of this Web site.  Previously, the 

data submission and distribution required two separate steps.  It remains here in case any 

error occurred during the submission in which the form was not distributed.  

 

At the Main Menu, the user clicks on the “Send an unsent Recovery form” to 

bring up the “Unsent Recovery Forms” screen (Figure 63).  All recovery forms that have 

been submitted but not sent will be listed by control number with the date of theft.  

Clicking on the “Send” link will cause the form to be distributed.  The page will refresh 

and the form that was just sent will be removed from the list. 

 

 
Figure 63.  Sending and un-sent recovery form 

 

Reporting Tools 
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Authorized users have access to the Reporting Tools as seen listed in the Main 

Menu.  See below for special instructions for each section. 

 

Search Suspect Database 

 

From the Main Menu click the link “Search suspect database”.  This will open a 

new screen as seen in Figure 64.  The fields in the database that can be searched are: 

 

 Last Name 

 First Name 

 Middle Name 

 Address 

 City 

 State 

 SSN 

 Notes 

 

For each field the search criteria is „contains‟.  For example, if you are looking for 

a suspect with the last name Jones and you type “one” into the Last Name field, the 

search will return all the Jones in the database as well as anybody else whose last name 

contains “one” such as Coney and Stone. 

 

 
Figure 64.  Search options for suspects. 

 

The more fields that contain search criteria, the MORE selective the search.  The 

search will return results only for those suspects that match ALL criteria. 
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When the submit button is clicked, the page will return the results of the search.  

A successful search will return the Suspect ID, Last Name and First Names.  The Suspect 

ID is a hyperlink which will open the suspect information screen (Figure 65). 

 

 
Figure 65.  Suspect information screen 

 

If there is a bulletin in the database for this suspect, there will be a link to the 

document. 

 

To start a new search, click the hyperlink “New Search”.  To go back to the Main 

Menu, click “New Search” and then click “HOME” on the ensuing page. 

 

Run queries and generate reports 

 

There are currently thirteen queries/reports available to the Authorized user. They 

are: 

 

 Fax Alert Recoveries 

 Theft Senders 

 Simple Theft Totals 

 County Theft Overview 

 Florida Theft Monetary Loss 

 Top 5 Stolen Trucks 

 Comprehensive County Totals 

 Theft/Recovery Comparison 

 FaxAlerts by County or Foreign State 
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 Regional Theft Totals 

 All Dump Trucks of File 

 Stolen Dump Truck List With VINs 

 Stolen Dump Trucks by Date Range 

 

With the exception of the report “FaxAlerts by County or Foreign State”, all 

reports take two dates as input to generate the reports.  The dates are the begin and end 

dates that you want include in the report. 

 

If no dates are entered, the query will assume the end date is today and the begin 

date is one month prior.  If the begin date is entered but the end date is left blank, the 

query will assume the end date is one month from the begin date.  If the begin date is left 

blank and the end date is entered, the query will assume the begin date is one month prior 

to the end date. 

 

The “FaxAlerts by County or Foreign State” takes as input the begin and end 

dates with the same assumptions as above as well as accepts either a Florida county or a 

State other than Florida as an argument.  If both a Florida County and a non-Florida state 

are selected, the non-Florida state is ignored when the report is generated. 

 

Find Freight Theft entry 

 

As an authorized user of the system, you are granted the ability to search for 

FaxAlert forms that were submitted by persons other than yourself.  To call up the other‟s 

forms, click the “Find Freight Theft entry” link in the Reporting Tools section of the 

Main Menu.  This will bring up a search page that will allow you to search twenty-one 

different fields for matching data.  These fields are: 

 

 Cargo  

 Case Number 

 City  

 Control Number 

 County  

 Date of Theft 

 Description of Attack 

 Location Address 

 Remarks 

 Sender 

 Trailer License Plate 

 Trailer Make 

 Trailer Markings 

 Trailer Number 

 Trailer VIN 

 Truck License Plate 

 Truck Make 
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 Truck Markings 

 Truck Number 

 Truck VIN 

 Vehicle Style & Make 

 

 
Figure 66.  Find theft report entries 

 

After selecting which field you wish to search, you will be presented with either a 

textbox or a drop down list to enter your search criteria.  This behavior is dependent on 

JavaScript, so you must enable JavaScript in your browser.  For information on how to 

enable JavaScript, please refer to the section “ 

Enabling JavaScript” on page 75.   

 

You will receive a text box for the following fields: 

 

 Cargo 

 Case Number 

 Control Number 

 Date of Theft 

 Description of Attack 

 Location Address 

 Remarks 

 Sender 

 Trailer License Plate 

 Trailer Markings 

 Trailer Number 

 Trailer VIN 

 Truck License Plate 

 Truck Markings 

 Truck Number 

 Truck VIN 
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You will receive drop down lists for the following fields: 

 

 City 

 County 

 Trailer Make 

 Truck Make 

 Vehicle Style & Make 

 

A successful search for any field will create a listing of the Freight Theft control 

numbers and the Recovery Control Number (if any).  Also returned is accompanying 

information depending on which field was selected to search.  Clicking the Freight Theft 

or Recovery control numbers will cause the corresponding report to open.  These reports 

have no navigation tools so the “Back” button on the browser will be required to return to 

this page. 

 

Mapping Tools 

 

Within the Mapping Tools section of the Main Menu, there are four links to pages 

that use GIS mapping tools.  They are Freight Thefts, High Theft Activity, Thefts by 

County, and Thefts/Recoveries.  The other two links are used to identify thefts and 

recoveries that have been entered into the database but either have not been geo-located 

or are unable to be geo-located. 

 

Freight Thefts 

 

The Freight Thefts page gives an overview where freight thefts are occurring in 

the State of Florida.  Figure 67 shows the Freight Thefts map with a guide to the tools 

you can use to manipulate and query the map. 
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Figure 67.  Mapping tools – freight thefts - default view 

 

The map tools on this page include: 

 

 Zoom Selection Tool 

 Pan Tools 

 Map Placement Tools 

 Location Selection Tools 

 Coordinates 

 Time Frame Drop Down 

 Reset Map Button 

 

Zoom Selection Tool 

 

The Zoom Selection Tool allows you to quickly reach predetermined levels of 

zoom.  The default view encompasses the entire state and is indicated by the black square 

at the top of the Zoom Selection Tool.  Clicking on each of the buttons within this tool 

will zoom in on the map maintaining the center of the current view.   

 

As you zoom in, other features such as lakes, state roads and US highways will 

become visible. 
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Pan Tools 

 

The Pan Tools allow you to move view of the map in four directions: East, West, 

North and south.  

 

Map Placement Tools 

 

The Map Placement Tools have the same function as the Zoom Selection Tool 

and the Pan Tools but with finer control.  The Zoom In tool is selected by default and 

allows you to quickly zoom in on a desired area by drawing a box on the map.  To use 

this tool, click and drag the left mouse button drawing a box around the desired area.  The 

map will refresh zoomed in on the desired area. 

 

The Re-center Tool works like the Pan Tools by changing the center of the view 

of the map.  To use this tool, click on the corresponding radio button to activate the tool 

and then point the mouse on the map where you want to center the view.  Click one on 

the desired location.  The map will refresh at the current level of zoom. 

 

Location Selection Tools 

 

These tools allow you to query the database for theft reports by selecting theft 

locations on the map.  The single selection tool allows you to select a single theft 

location.  To use this tool, activate it by clicking on the corresponding radio button 

followed by single clicking a theft location.  Theft locations are represented by red dots 

on the map.  It is very difficult to get any results using this tool when at a high level of 

zoom, i.e. when the entire state is in view.  To get better results, zoom in to street level 

and try again.  If more than one theft is at the same location, it will appear on the map as 

a single theft. 

 

The Multiple selection tool allows you to select several thefts by drawing a box 

over a desired area.   

 

Whichever selection tool you use, when theft locations are selected, a table will 

appear below the map.  The table lists the theft control number, date of theft and the 

address where the theft occurred.  The control number is a hyperlink to the theft report 

form. 

 

Five theft incidents are listed at a time. Use the numeric page selection to links at 

the bottom of the table to page through the data.  Although, paging through the table 

forces the map to be redrawn, the selection does not change. 

 

Coordinates 

 

The Coordinates Tool simply displays the x-y coordinates as the mouse is moved 

over the map. 
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Time Frame Drop Down 

 

The drop down allows you to select how far back in time you want to display on 

the map.  The values start by going back in intervals of thirty days for the first year, then 

goes up to one year intervals up to three years then goes to all thefts since they were first 

being tracked.  

 

Changing the time frame will maintain the selected area on the map, but will not 

change the table that resulted from using the Location Selection Tools. 

 

Reset Map Button 

 

The Reset Map button deselects all thefts and returns the map to the default view. 

 

High Theft Activity 

 

This map shows the increase in the number of freight theft incidents over the past 

thirty days compared to the previous thirty days. 

 

 
Figure 68.  High theft activity 

 

The table below the map presents the data sorted by county.  The columns 

“District” and “Troop” correspond to the FDOT district and FHP troops, respectively. 

The number in the Growth column indicates the change in theft occurrences in that 

county.  To view a legend that describes what the colors presented on the map indicate 

click the “Legend” hyperlink.  A popup will be created with the legend (Figure 69). 
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Figure 69.  Legend for high theft activity 

 

Thefts by County 

 

This map shows the number of thefts that have occurred in each county over a 

specific time frame.  The default time frame is the past thirty days.  The time frame can 

be changed using the drop down list below the map. 

 

At the default view, some counties may show no values.  This is due to how the 

values are placed when the map is rendered.  To see the values for these counties, zoom 

in on these counties.  Also, as you zoom in, the names of the counties will be labeled. 

 

For instructions on zooming in on the map, see the Freight Thefts section. 

 

 
Figure 70.  Thefts by county 

 

The table below the map shows the county and the number of thefts for the 

selected time frame.  The table can be sorted by the county name (default) or by theft 

count) by clicking on each of the column headers. 

Thefts/Recoveries 
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This map displays a visual representation of where thefts and their corresponding 

recoveries occur.  When this page is first opened, the default view (Figure 8) is presented.  

To see the thefts and their recoveries on the map, click the “Select County” radio button 

to activate the County Select tool then select the desired time frame from the drop down 

list.  Then, select a county by clicking on it once. 

 

 
Figure 71.  Thefts/Recoveries – default view 

 

The map will refresh with the selected county highlighted in green.  If there were 

any thefts that occurred during the selected time frame in which recoveries were made, 

the theft locations will appear as red dots within the selected county.  The recoveries will 

appear as purple dots throughout the state.  A table will also be presented under the map 

that details the theft/recovery information (Figure 9). 

 

If there were no recoveries for the thefts that occurred within the selected county 

and the selected time frame, the map will show the selected county in green and the table 

below the map will state that there were no recoveries. 

 

The other map tools (Pan, Zoom, Reset, Re-Center) all works as before. 

 

If the time frame is changed after the county is selected, the map will refresh its 

contents but the table will not.  The county will have to be reselected each time the time 

frame is changed to update the table. 
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Figure 72.  Thefts/Recoveries – Lee County selected 

 

Unlocated Thefts 

 

This page details the theft reports in which the address has not been geolocated 

for use with the mapping tools.  This may be a result of the user that submitted the theft 

report not knowing the required information used to geolocating the theft location.  The 

table, see Figure 10, will display ten records at a time and is ordered by control number 

with the newest at the top.  To page through all the records, click the desired page 

number.  The hyperlinked ellipses (…) will change the pager tool to the next or previous 

group of pages.  The control number is a hyperlink that will forward you to the 

administrative edit pages (which are described later) so that you can geolocate the theft 

location. 

 

Any theft that is listed here will not be included in any of the mapping enabled 

pages. 
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Figure 73.  Unlocated thefts 

 

Unlocated Recoveries 

 

This page details the recovery reports in which the address has not been 

geolocated for use with the mapping tools.  This may be a result of the user that 

submitted the recovery report not knowing the required information used to geolocating 

the recovery location.  The table, see Figure 11, is ordered by recovery control number 

with the newest at the top.  The table can be resorted by the theft Control Number or 

Recovery Control Number by click the table headers. The control number is a hyperlink 

that will forward you to the administrative edit pages (which are described later) so that 

you can geolocate the theft location. 

 

Any theft that is listed here will not be included in any of the mapping enabled 

pages. 

 

 
Figure 74.  Unlocated recoveries 

 

 

 

Administrative Tools 

Suspect Data Management 
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Add Suspect 

 

To add a new suspect to the database, click the “Add suspect” hyperlink on the 

main menu within the Administrative Tools section.  Fill in the fields with information 

known about the suspect.  To attach a document to the suspect information, click the 

“Browse” button to find the file.  Be sure that the file being uploaded is closed prior to 

clicking “Submit”. From time to time, different suspects will be included within the 

same document.  For these cases, the new suspect will be linked to an existing document 

with the exact same filename.  It will be good practice to confirm that the document 

attached to the suspect is the correct file.  If the document is incorrect, then the new 

filename was not unique.  In these cases, rename the file for the new suspect and use the 

Edit/Delete Suspect page to update the document. 

 

 
Figure 75.  Insert new suspect 

 

Edit/Delete Suspect 

 

To edit an existing suspect, click the “Edit/Delete Suspect” hyperlink on the main 

menu within the Administrative Tools section.  The Search Suspect Database page 

(Figure 76) will be displayed.  By default, all suspects will be listed and ordered by last 

name.  Use the available fields to narrow the list.  Partial matches are supported for each 

field.  Using more than one field to filter will make the search more specific. 

 

The table of suspects includes two links.  The link on Suspect ID will open the 

page that displays a read only page for that suspect.  The edit link opens the Edit Suspect 

page (Figure 77) that has read/write capability.  Correct any information using the 

available fields.  If no document is selected, the existing document will NOT be removed.  

To remove a document from a suspect, it is necessary to delete the suspect from the 

database and re-enter the data as a new suspect. 
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Figure 76.  Search suspect database 

 

 
Figure 77.  Edit suspect page 

 

 

Enable/Disable User 

 

To enable or disable a user in the Web site, click the “Enable/Disable user” 

hyperlink on the main menu within the Administrative Tools section.  The Enable/ 

Disable Users page (Figure 78) lists the disabled users and enabled users in separate list 
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boxes.  The first list box contains the disabled users and the second list contains the 

enabled users.  To reduce the lists, filter the users by entering the last name and/or first 

name and click “Search”.  To remove the filter, click “Clear”.  Partial matches are 

supported and using both last name and first name in the search will reduce the number of 

matches. 

 

To enable a user, select the user in the first list box and click the “Enable” button.  

The list boxes will refresh and the newly enabled user will then be listed in the second list 

box.  Similarly, to disable a user, select the user from the second list box and click the 

“Disable” button.  The list boxes will refresh and the newly disabled user will then be 

listed in the first list box. 

 

Only one user may be enabled or disabled at a time. 

 

 
Figure 78.  Enable/Disable users 

 

Promote User 

 

The Web site supports three levels of access; general, authorized and 

administrator.  To promote/demote user access levels, click the “Promote User” hyperlink 

on the main menu within the Administrative Tools section.  The page titled “Maintain 

User Access Levels” (Figure 79) will open.  The list box by default contains all users 

ordered by the users‟ last names.  The list can be shortened by using the search fields.  To 

promote or demote user, click on the user and select the desired access level from the 

dropdown list.  Click “Submit” to make the change. 
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Figure 79.  Maintain user access levels 

 

Grant Access to Web Services 

 

Web services are new in this version.  The web services allow specific people 

within law enforcement to access theft and recovery data directly.  To grant access to web 

services to a specific user, click the “Web Services Accounts” on the main menu within 

the Administrative Tools section.  The “Grant Access To Web Services” page lists 

enabled users that are either authorized or administrative users that have not been granted 

access to the web services.   

 

To grant access to a user, select the user from the list box and click submit.  An 

email will automatically be generated and sent to the user.  The email will contain the 

URL and the unique 36 character GUID that are necessary to connect to the web services.  

Once the user has been granted access to the Web Services, the user will be removed 

from the list box. 
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Figure 80.  Grant access to web services 

 

Reset User’s Password 

 

It is not possible for an Administrator to retrieve another user‟s password.  If a 

user forgets their password, the Administrator can reset the user‟s password for them.  To 

change a user‟s password, click the “Reset User‟s Password” hyperlink on the main menu 

within the Administrative Tools section.  A list box of all users sorted by last name is 

provided.  This list can be shortened by using the search by last name and first name 

fields. 

 

 
Figure 81.  Reset user password 

To reset the password, select a user and either type in a strong password or click 

the “Generate” button to create a random strong password.  An email notification will be 
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sent to the user notifying them that their password has changed and provides the new 

password.  The email also suggests that the user change their password at their next login. 

 

Remove User 

 

To remove a user from the Web site, rather than just disabling the account, click 

the “Remove User” hyperlink on the main menu within the Administrative Tools section.  

This will open a page with the title “Users Without Theft Entries” (Figure 82).  Any user 

that has started a theft report can not be deleted.  The table shown on this page can be 

sorted by User ID, Last Name, First Name, or Username.  To delete a user, click the 

“Delete” button associated with the desired account. 

 

Note: People are encouraged to create an account in the event that they ever need 

to use the system so it is not unusual for users to have never started a theft report.  Use 

this tool to remove users that have requested an account but have never submitted the 

usage agreement. 

 

 
Figure 82.  Remove user account 

 

User Data Reports 

 

This section allows the Administrator to analyze how users are using the Web 

site.  To access the reports, click the “User Data” link on the main menu within the 

Administrative Tools section.  This will open another page (Figure 83) that provides 

access to the three different reports. 
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Figure 83.  User data reports 

 

Enabled Users by Last Name 

 

This report lists user data of the enabled users sorted by last name.  The contents 

of this report can be downloaded in Microsoft Excel format by clicking the “Export to 

Excel” hyperlink found at the top of the page. 

 

 
Figure 84.  Enabled users by last name 

 

 

 

 

User Applications by Last Name 
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This report lists user data of all users sorted by last name.  The contents of this 

report can be downloaded in Microsoft Excel format by clicking the “Export to Excel” 

hyperlink found at the top of the page. 

 

 
Figure 85.  User applications by last name 

 

Users by Agency 

 

This report lists user data of all users sorted by last agency.  The contents of this 

report can be downloaded in Microsoft Excel format by clicking the “Export to Excel” 

hyperlink found at the top of the page. 

 

 
Figure 86.  Users by agency 

Administrative Edit – Theft and Recovery Reports 
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New in this version is the ability for the Administrative users to edit another 

user‟s theft or recovery report.  To access this feature, click the “Edit theft or recovery 

report” hyperlink on the main menu within the Administrative Tools section.  This will 

open a search page to find a theft report control number.  Partial searches are supported. 

 

 
Figure 87.  Edit theft/recovery report default view. 

 

 
Figure 88.  Edit theft/recovery report after successful search 

 

After successfully searching for the theft control number, click on either the theft 

control number or recovery control number to edit the theft report or recovery report, 

respectively. 
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Figure 89.  Administrative edit – general data part 1 

 

Figure 89 and Figure 12Figure 90 depict the administrative edit page that 

combines several of the data entry pages into one.  Each section represents a single page.  

Each section reuses database functions, so the Submit button must be used for each 

section there is a change. 

 

When completed with the edits on this page, click the “Continue” button at the 

bottom of the page. 
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Figure 90.  Administrative edit – general data part 2 

 

The screen depicted Figure 91 allows the Administrative users to edit a theft 

location.  When “Florida (FL)” is selected from the State drop down list, a “Map It” 

button will be displayed on the page.  If the address is locatable, the geodatabase will be 

updated with the theft location. 
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Figure 91.  Administrative edit – theft location 

 

The screen depicted in Figure 92 allows the Administrative users to edit trailer 

information.  If more than one trailer has been reported stolen, a pager will be available to 

switch between trailers.  Click “Edit” to edit the data for the trailer displayed.  To add 

another trailer to the theft report, click the “New” button.  To remove the information 

from the theft report, click the “Delete” button. 

 

 
Figure 92.  Administrative edit – trailer information  

 

The screen depicted in Figure 92 allows the Administrative users to edit truck 

information.  If more than one truck has been reported stolen, a pager will be available to 

switch between trucks.  Click “Edit” to edit the data for the truck displayed.  To add 

another truck to the theft report, click the “New” button.  To remove the information 

from the theft report, click the “Delete” button. 
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Figure 93.  Administrative edit – truck information 

 

The screen depicted in Figure 94 allows the Administrative users to edit cargo 

information.  If more than one cargo item has been reported stolen, a pager will be 

available to switch between cargo items.  Click “Edit” to edit the data for the cargo item 

displayed.  To add another cargo item to the theft report, click the “New” button.  To 

remove the information from the theft report, click the “Delete” button. 

 

 
Figure 94.  Administrative edit – commodity information 

 

The screen depicted in Figure 95 allows the Administrative users to edit suspect 

information.  If data for more than one suspect has been entered, a pager will be available 

to switch between suspects.  Click “Edit” to edit the data for the suspect displayed.  To 

add another suspect to the theft report, click the “New” button.  To remove the displayed 

information from the theft report, click the “Delete” button. 
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Figure 95.  Administrative edit – suspect information 

 

Once the Administrative user has completed all the editable information, the 

screen depicted in Figure 96 is displayed.  This page does not allow the Administrative 

user to rebroadcast the BOLO. 

 

 
Figure 96.  Administrative edit – completion confirmation 

 

 

 

 

Find Duplicate Theft Reports 

 

The Web site has no built in protection to prevent different users to enter the same 

theft information.  If the same data is entered more than once, this would affect the 

accuracy of the reports that are based on the theft data.  To ensure that theft report data is 

not being included more than once, page depicted in Figure 97 shows possible duplicate 
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entries based on Case Number, Truck Number, Truck VIN, Trailer Number and Trailer 

VIN.  To switch between the fields listed above, click the corresponding tab. 

 

Prior to the current version of this Web site, users were not able to report more 

than one tractor or trailer on the same theft report.  On the occasion that a user needed to 

report more than one truck and/or trailer with the same Case Number, they would have to 

create more than one theft report.  These theft reports, although are not truly duplicates, 

will be displayed here as possible duplicates. 

 

When duplicate entries are found, delete one of them by clicking the 

corresponding “Delete” link.  This will remove the undesired theft report and preclude 

the other theft report from being displayed. 

 

 
Figure 97.  Duplicate entries 

 

Non-Submitted Theft Reports 

 

If a user has begun a theft report and has not completed it by submitting it during 

the data entry process, the data is left in the database.  This can happen if the user allows 

the Web browser to sit idle for twenty minutes after starting a theft report.  This will 

automatically sign out the user and terminate the entry of the theft report.  The user can 

restart the editing process, but may elect to restart with a new theft report.  

 

The screen depicted in Figure 98 allows the Administrative users to manage the 

Non-Submitted theft reports.  To begin an administrative edit of the theft report, click the 

control number.  To view the “FaxAlert” form, click the “preview” link.  To send an 

email to the person who entered the data, click the name of the user.  To set the report as 

“Submitted” without distributing the theft report, click the “Final” button.  To remove the 

theft report from the database, click the “Delete” button. 
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Figure 98.  Non-submitted theft reports 

 

Figure 99 shows the confirmation alert that is displayed when the “Delete” button 

is clicked.  Click “OK” to delete the theft report or click “Cancel” to prevent the theft 

report from being deleted. 

 

 
Figure 99.  Non-submitted theft reports – delete confirmation 

 

Non-Submitted Theft Recoveries 

 

The screen depicted in Figure 100 allows the Administrative user to manage Non-

Submitted recovery reports.  Its usage is the same as the Non-Submitted Theft Reports. 
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Figure 100.  Non-submitted recoveries 

 

Manage Dropdown Lists 

 

Throughout the Web site, there are many dropdown lists that are dynamically 

populated by values stored in the database.  From time to time it is possible that a new 

value will have to be entered or a current value may need to be modified or removed.  

This section allows the Administrative User to edit the database tables that are used to 

populate the dropdown lists.  To edit a specific dropdown list, click the link to the 

corresponding list depicted in Figure 101. 

 

 
Figure 101.  Editable dropdown lists 

All of the dropdown list edit pages are, for the most part, the same.  The color 

dropdown edit page is shown for demonstration.  There are three basic sections to each 

edit page.  The sections are “Modify the Display Order”, “Insert a New Item”, and 
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“Modify an Existing Item”.  Within the “Modify the Display Order”, there is a list box 

that shows the current display order.  The moment any of the sections are used, the 

corresponding dropdown lists within the Web site will be updated. 

 

Items cannot be removed from the dropdown lists as there may be corresponding 

values stored in the database.  They can be hidden so they may not be used again in the 

future. 

 

Modify the Display Order 

 

To change where a list item appears in the list, click on the item to be moved then 

click corresponding arrows to Move Up ( ) or Move Down ( ).  The list box will be 

updated each time these buttons are clicked.  To keep an item from being displayed in the 

dropdown lists, select the item in the list box and then click the red “X” ( ).  Any item 

that is hidden will be preceded by “H-”.  To unhide an item, click on the item and then 

click the Back Arrow button ( ).   

 

Insert a New Item 

 

To insert a new item into the dropdown list, enter the new value into the text box 

and click “Insert”.  The new item will appear and be automatically selected in the 

“Modify Display Order” list box.  By default, all new items are marked as hidden.  This 

is to prevent accidental entries from appearing in the dropdown lists.  Unhide the new 

item using the instructions above. 

 

Modify an Existing Item 

 

To modify an existing item, use the dropdown list provided to select the desired 

item.  Once selected, the current value will be entered automatically into the textbox 

below it.  Make the desired modification and click “Modify” 

 

The Modify tool should only be used to make spelling corrections and not to 

change values.  If that dropdown value was used to enter data into the database and it was 

changed to an entirely new value, all records that used that value will be updated to that 

value. 
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Figure 102.  Editing the color dropdown list 

 

Remove Theft Report 

 

From time to time, it may be necessary to remove a theft report record from the 

database.  This may due to two different people entering the same theft information or 

someone entering false information. 

 

To remove a theft report, first search for the desired theft report.  A table of 

matches will be displayed as in Figure 103 showing the control numbers and 

corresponding “Delete” buttons.  To delete the desired theft report, click the “Delete” link 

corresponding to the control number.  A confirmation page will be presented prior to 

final deletion. 



 72 

 
Figure 103.  Remove theft report 

 

Remove Recovery Report 

 

As in the theft reports, it may be necessary to remove a Recovery Report.  The 

instructions for removing a Recovery Report are the same as removing a Theft Report as 

shown previously. 

 

 
Figure 104.  Remove recovery report 

 

Determine Theft Report Submitter 

 

Because the online theft reporting system allows a user to submit a theft report on 

someone else‟s behalf, it may not be immediately obvious who entered and distributed a 

theft report.  To determine who was logged in and entered a theft report, click 
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“Determine Submitter” on the home page under Administrative Tools.  The page 

depicted in Figure 105 is displayed.  Search for the theft report using the text box to enter 

any part of the control number.   

 

A table will be display the matching control numbers and the person who was 

logged in to enter the information.  Clicking on the control number will display the Theft 

Report in the FaxAlert format and clicking on the submitter name will display the User 

Details in a separate table as seen in Figure 106. 

 

 
Figure 105.  Determine submitter 

 

 
Figure 106.  User details of submitter 

Find Truck and Trailer VINs 
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To quickly see if a truck or trailer has been recovered, click “Find VIN” on the 

home page under the Administrative Tools section.  Enter a range of dates as shown in 

Figure 107 and click “Submit”.  If any trucks or trailers have been reported stolen in that 

time frame, a table will be displayed.  The table can be sorted by clicking any of the table 

headers.   

 

 
Figure 107.  Find VIN 

 

Send a Test Email 

 

From time to time, email server settings can change which will interrupt the 

normal delivery of BOLOs to the distribution list.  To test the email settings used for this 

Web site, click “Test Email Settings” within the Administrative Tools on the home page.  

The page shown in Figure 108 will be displayed.  The email addresses that are used in the 

distribution list are displayed under the “To” section.  The person that all emails will 

appear to come from will be listed under the “From” section.  The “Subject” field has a 

default value but can be changed.  The “Body” field has a default message but it can be 

changed.  The email server that is used to distribute the email to the distribution list is 

displayed under the “SMTP” section. 

 

The “To”, “From” and “SMTP” values are stored on the Web server which 

requires a System Administrator to change. 



 75 

 
Figure 108.  Send test email 

 

Enabling JavaScript 

 

Mozilla FireFox  

 

The instructions found here for enabling JavaScript on the Mozilla FireFox Web 

browser were written using version 2.0.0.4 of the browser.  If you are using a different 

version of this browser, the instructions may be different. 

 

With the browser open, click Tools and then click Options from the drop down 

menu.  In the Options dialog box, click the Content tab (Figure 109).  Make sure that the 

Enable JavaScript check box is selected and then click OK. 

 

If you are currently on a page that requires JavaScript to be enabled, you will need 

to refresh the browser window.  You can refresh the browser by pressing the F5 key on 

your keyboard or by clicking the Refresh Browser button in the browsers toolbar.  
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Figure 109.  Enabling JavaScript in Mozilla FireFox 

 

Please note that site also requires that pop-up blocking be disabled.  You can also 

disable pop-up blocking in the Content tab of the Options dialog box. 

 

Microsoft Internet Explorer 

 

The instructions found here for enabling JavaScript on the Microsoft Internet 

Explorer Web browser were written using version 6.0 of the browser.  If you are using a 

different version of this browser, the instructions may be different. 

 

With the browser open, click Tools in the browser‟s toolbar.  Select Internet 

Options from the drop down menu.  In the Internet Options dialog box, select the 

Security tab (Figure 110). 

 

Click the Trusted Sites Zone and then click the Custom Level button.  This will 

open the Security Settings dialog box (Figure 111).  In settings area, scroll down until 

you see Scripting – Active Scripting.  Select the Enable radio button. 
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Figure 110.  Internet Options in Microsoft Internet Explorer 

 

This will turn on JavaScript functionality for those sites listed as Trusted Sites.  

Ensure this site is in that list by clicking the Sites button as seen in Figure 110.  If this site 

is not listed under Web sites, type the URL of this site into the text box under “Add this 

Web site to the zone:” and then click Add. 

 

Close the Trusted sites dialog box by clicking Close. 

 

Close the Internet Options dialog box by clicking OK. 

 

If you are currently on a page that requires JavaScript to be enabled, you will need 

to refresh the browser window.  You can refresh the browser by pressing the F5 key on 

your keyboard or by clicking the Refresh Browser button in the browsers toolbar.  
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Figure 111.  Microsoft Internet Explorer – Security Settings 

 

 


