The problem you are having may be coming from either of two sources.  It may be that your .NET Security setting needs to be updated or it could be that the server your application is installed on is not in your trusted sites list.

To fix the .NET security setting go to Start > Control Panel > Administrative Tools > Microsoft .NET Framework 1.1 Wizards.  This will bring up the .NET Wizards dialog box.  Click on the Adjust .NET Security icon.  
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Now choose “Make changes to this computer” and click “Next”.  Then click on the Local Intranet icon and adjust the slider to “Full Trust”.
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Click “Next” then “Finish” to complete the change.  
If this doesn’t fix the problem then you will need to go to Start > Control Panel > Internet Options and click on the Security tab.  From there click on the Trusted sites icon and click on the “Sites…” button.  
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This will bring up the Trusted Sites dialog box.  De-select the “Require server verification (https :) for all sites in this zone.” check box.  Now in the “Add this Web site to the zone:” text field, type your server’s UNC path name or IP address and click “Add”.
[image: image4.png]Vou can add and remove Web stes fram this zane, Al Web stes
in'this zone willse the zone's securky settings.

add s i setothe e
seremare or o fore

eh sies:

[ETReaire server verficato (¥tpe) Fr l ks n i one |





Now click “OK” and then “Apply”.  This should solve the problem and your application should run without problems from now on.

